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BRAIKO B. V. Improving the Professional Training of Masters in Cyber Security in the
Conditions of European Integration Processes.

The article deals with the problem of the professional training of Masters in Cyber Security,
reforming and modernizing the IT education system at the level of master’s level. It is stated that in the
modern information society the dependence of the development of the economic, political and social
spheres on the information and cybernetic capacity of the country is observed. The main focus is on the
analysis of the regulatory framework in the field of cyber security in different countries. It was noted that
there is a need to improve regulatory support for regulating the processes of creating a single cyberspace
and educational space between EU countries, which will help to unite efforts on the cyber security.

The most important laws and regulations developed by international organizations to improve
the professional training of Masters in Cyber Security are considered. Areas of improvement have been
identified, in particular: updating the content of educational and educational-scientific programs;
developing a competency framework for cyber security professionals; enhancing the integration of IT
education and science; academic recognition of Master’s degree programs in the EU. The basic
requirements of the EU for the professional activity and professional competence of Masters in Cyber
Security are highlighted. It has been found out that the achievement of a high level of professional and
academic freedom and reform of IT education is a promising goal for the integration of EU countries
in the preparation of Masters in Cyber Security.

Keywords: training, Master’s degree, IT-specialists, cyberspace, cyber security, regulatory and
legislative support.


